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Foreword

This document describes the final deployment of the demonstration applications in Work Package 8
“Application 2: organ transplant management”. The document provides:

« short description of the OTM application and its components,
+ detailed description of the final deployment of the OTM application,

- user manual of the OTM application.

The primary audience of this document includes: A) Grid computing practitioners seeking to
understand how Provenance technologies might be applied and, B) Information technology
practitioners in the health care domain interested in applying Provenance to their own medical
systems.
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1 Introduction

This document describes the final deployment of the demonstration applications in Work Package 8
“Application 2: organ transplant management”. This document describes the components of the
OTM demonstrator:

« the core OTM application,

- the EHCR Store application (EHCRS),

- the OTM GUI,

+ the test OTM client of the EHCR Store,

- the EHCR Auth (the authorization service),

- databases of the core OTM application, EHCR Store and EHCR Auth.

The primary audience of this document includes: A) Grid computing practitioners seeking to
understand how Provenance technologies might be applied and, B) Information technology
practitioners in the health care domain interested in applying Provenance to their own medical
systems.

1.1  Purpose of the Document and Overview

The purpose of the document is to describe the final deployment of the demonstration application in
the organ transplant scenario. This application is composed by two inter-connected applications: the
Organ Transplant Management application (OTM) and the Electronic Health Care Record Store
application (EHCRS).

In order to achieve this goals, the document aims to:
» Summarize components of the OTM and EHCRS applications
+ Introduce actors involved in the demonstration

« Give the access points of all the components involved in the demonstration, including access
points of components of provenance service and provenance tool as well

This document does not aim to:
» Describe the OTM and EHCRS applications in details.
« Describe provenance service and provenance tool used in the demonstration.

» Describe the demonstration of the applications.

1.2 Links to other Provenance Documents

The contents of this document are based on the following existing Provenance project documents:

« Requirements expressed for the OTM application in the WP2 Requirements deliverables D2.1.1
and D2.2.1.,

« The Provenance architecture document D3.1.1,

 Project internal note on “Representing Provenance in the OTM application” [Miles05],
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+ Deliverable D8.1.1. “Specification of mapping to provenance architecture, and domain specific
provenance handling ”,

« Deliverable D8.2.1. “Evaluation Report”,
+ Deliverable D9.3.3a “Client Side Library Design and Implementation”,
+ Deliverable D6.1.1 “Tools Description Document.

Further supporting documents are provided in the references section.

1.3 Short description of the OTM and EHCRS applications

Electronic systems for transplant management should cover 2 aspects:

1. Transplantation Management: information systems used by medical staff during the process of a
transplant incident (a single patient receiving an organ or tissue) to access existing case or
background data, share it with colleagues, carry out matchmaking and/or otherwise provide
decision support.

2. Medical Record management: the storage, access and modification of medical patient care records
for patients in a given geographic region. Gathering, access and modification of such data is
regulated by European, national and regional laws and forms an underlying information system for
any treatment process management system.

Therefore the demonstration application developed in Work Package 8 is actually composed of two

interconnected applications:

- transplant management is provided by the Organ Transplant Management (OTM) application,

« medical record management is provided by the Electronic Health Care Record (EHCR)
application.

Although in this document we will refer to each of these applications separately, both function
together and can be seen from the user perspective as a single application, with the OTM application
directly accessing and making use of the EHCR functionality.

Following subsections present a short description of each of the applications.

1.3.1 Transplantation Management and Post-processing: The OTM
Application

The Organ Transplant Management (OTM) Application aims to speed up the allocation process of
solid organs to improve graft survival rates. Its policy implements the Spanish guidelines for organ
and tissue procurement and Spanish regulations for allocation, as Spain is world leader in the area,
followed as a model by other countries. OTM uses standard web service technology and has been
adapted to be provenance-aware, by interacting with the provenance stores in order to keep track of
the distributed execution of the allocation process for audit purposes.

Figure 1 summarizes the different administrative domains (solid boxes) and units (dashed boxes) that
are modeled in the OTM application. Each of these interact with each other through Web Service
interfaces (circles) that send or receive messages. The Organ Transplant Authority (OTA) is an
administrative domain with no internal units. In a transplantation management scenario, one or more
hospital units may be involved: the hospital transplant unit, one or several units that provide
laboratory tests and the unit that is responsible for the patient records (which will use the EHCR
application services, see section 1.3.2). The diagram also shows some of the data stores that are
involved: apart of the patient records, these include stores for the transplant units and the OTA
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recipient waiting lists (WL). Hospitals that are the origin of a donation also keep records of the
donations performed, while hospitals that are recipients of the donation may include such information
in the recipient's patient record. The OTA has its own records of each donation, stored case by case.

More specifically, Figure 1 also shows an example of a typical interaction between these actors: a
transplant management scenario starts with a potential donor in Hospital A's transplant unit. In order
to evaluate the donor, this unit may request the patient records inside the hospital and order a number
of tests, some of them to internal laboratory units and others to some specialized external laboratories.
Once the donor is evaluated and, if valid, the transplant unit contacts the OTA, which sends first the
offer to hospital C. As the transplant unit in hospital C rejects the donation, the OTA sends the offer
to hospital B, which has a potential recipient for the organ offer (as in the case of Hospital A, all the
medical data needed for the recipient was previously collected by hospital B by interacting with the
ECHR application and the testing laboratories). During extraction and implantation, direct
communication between hospital A and hospital B and also between the OTA and the hospitals
occurs.

OTA ; =

Hospital C : (‘,
ﬁ | i
- == L _

Hospital A (donor side)

Hospital D +------ b

Lab 2 Lab 3

Figure 1 -- Actors in the OTM application.

By transforming OTM into a provenance-aware application, OTM is augmented with a capability to
produce at run-time an explicit representation of the process actually taking place (examples can be
seen in section A.14). Such representation can be then queried and analysed in order to extract
valuable information to validate, e.g., the decisions taken in a given case, or to make an audit of the
system over a period of time.
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1.3.2 The EHCRS Application

The Electronic Health Care Record System (EHCRS) provides a way to manage electronic health
records distributed in different institutions. The architecture provides the structures to build a part of
or the entire patient’s healthcare record drawn from any number of heterogeneous databases systems
in order to exchange it with other healthcare information systems.

The EHCRS architecture has two external interfaces:

1. a Web Service that receives and sends messages (following ENV13606 pre-standard format
[ENV13606]) for remote medical applications; and

2. a Web Service for local medical applications that can be used to access the EHCR store directly.
The application also uses an authentication Web Service to authorize request messages from
remote health care parties.

EHCR Stora

Store and retrieve

Local Meadical Applications

Store and retrieve

Remote Medical Applications

?‘}5‘ % db_id: database that stores identical data of the patients
db_med: database that slores medical data of the
patents
db_msg: dalabase that slores messages recaived by

WE o the web sarvice of the EHGR Store

Japi_eher: lava AP! of the EHCR Store

w3s_ehcr web service of the EHCR Siore

ws_auth web service of the Authenticating Application
ws_prov: weh serice of the Provenance Application
ws_crypt wab service of the Crypto Application

Figure 2 — EHCRS application.!

1 In the case of the OTM application, OTM services may access to EHCR stores as local or remote medical
applications, depending if there is local network access between the OTM service and the EHCR store or not.
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Provenance projekt - Organ Transplant Management demo application

Architecture ofthe EHCR Store module

EHCRS .C fi Crypto modul
?‘"‘e'g PID = LMFID
Local Medical Applications
- oA
[ Logger modul | [ Config modul |
(] EHCRS WS - —  — EHCRS WS
Iessage

m
X

Adrmin rmodul | Remote Medical Applications

remote EHCRSs

EMYI3G06 WS Jet— -l ENV13G06 WS
Auth modul
P& ClientLib

| AXIS g |

» Synchronous
/ \ Cormmunication

‘ Authorization Service }—»{ Provenance Store ‘

[
—— oo 3
W

Asynchronous
Communication

Figure 3 — EHCRS architecture.

The EHCRS application is used by the OTM application as its primary store of patient care data. But
it is important to note that the EHCRS application was intended to be not only the application to store
medical records for the needs of the OTM application, but a generic system for storing and collating
health care records across multiple health care providers, usable by other health care grid applications.

Making the EHCRS application provenance-aware provides a way to have a unified view of a
patient’s medical record with its provenance (i.e. to connect each part of the medical record with the
processes in the real world that originated it and/or the individuals, teams or units responsible for each
piece of data).

1.4  Summary

In summary, the OTM demonstrator is divided into two parts: an underlying health care record
management element (EHCRS) and the OTM application itself. These two applications are seen by
the user as a single application that provides both the transplantation management and the medical
record management integrated in OTM's user interface.

2 In the case of the OTM application, OTM services may access to EHCR stores as local or remote medical
applications, depending if there is local network access between the OTM service and the EHCR store or not.
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2 Description of the OTM Demonstrator

This section provides a brief technical description about the OTM Demonstrator and its main
components. Section 2.1 explains technical details about the OTM application before applying
Provenance. Section 2.2 describes the Provenance interface used in the adaptation of the OTM
Application. Section 2.3 introduces the EHCRS application, the data management part of OTM,
which follows ENV13606 European pre-standard communicating with external medical institutions.
Section 2.4 is similar to 2.3, but referring to the adaptation of the EHCRS application. Section 2.5
explains how the OTM and EHCRS applications interact between themselves. Finally, section 2.6
shows how the OTM application uses the Provenance Tool.

2.1 The OTM Application

The OTM Application is a distributed version of a Organ Transplant Management application being
developed for the CARREL@FIS project. As mentioned in section 1.3.1, each organisational unit (a
transplant unit in a hospital, an OTA, the testing laboratories) is a component of the OTM application
composed by:

- a core subsystem that controls the event workflow for the component and the interactions with
other components (such as the Provenance Store and the EHCRS application),

- acommunication subsystem with other components, based in webservice communication.

The components in the OTM application receive and send interaction messages between themselves,
and process the requests according to their programmed behaviours, using their core subsystems to
control the execution workflow.

The OTM Application has been developed in Java 1.5 and the modular components are deployed as
web services. The user interface of the OTM Application is the OTM GUI, a web application
developed in Java 1.5 using the Google Web Toolkit. This application serves DHTML web pages that
allow the user to interact with the OTM components representing the user's organizational unit.
Communication between user and the OTM components consists of three steps:

Each DHTML web page uses Javascript to communicate with a Java Servlet using XML-RPC.

Each Java Servlet processes the user actions calling an OTM component using the component's
webservice interface defined by its communication subsystem.

The OTM GUI has been designed as a client lightweight interface with no important information
processing being carried out at the client side. Most of the event processing is handled at the server
side. Therefore only the server side (the OTM Application components) had to be adapted to become
provenance-aware.

2.2 The Interface to the Provenance System through the Client
Side Library

In order to make the OTM application provenance-aware, the OTM components record several p-
assertions for any key event in the system. Figure 4 shows a diagram displaying a subset of a typical
recording schema for a traditional OTM case workflow:
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OTM Workflow Description Brief Description

Patient Enters: the patient arrives
1o the hospital and a nurse or a
doctor registers him/her into the

system

Patient Enters

Tests: a nurse or a doctor asks for
alesl lo be made, in the same

‘ Serology Test ‘ ‘ Brain Death ‘ ‘ Anthropometric Test ‘ hospital unit or in a laboratory.
Tests can arrive in any moment,

before or even after clinical death

After brain death, all the organs

left lung liver afaexamingd
" i For each organ, there is a
‘ Donation Decision ‘ ‘ Donation Decision ‘ decision made by a doctor
l The decision can be, for each
organ, to offer it if it's been tested
Offer Organ Not to Offer Organ ok, or to discard it. There are no

further steps after discarding an
organ

The organ is offered to a central

organ management organization

Assignment (OCATT). A person belonging to

this organization staff can assign
an organ to a receiver

i
L

Once an organ is assigned, it is

Extraction extracted as soon as posible

|

The organ is carried to the
Implant receiver's hospital, and it's
implanted

H

Figure 4 Example of OTM workflow (a subset)

Once one of these key events is triggered, the OTM application uses the wrapper to record a p-
assertion in the Provenance Store. The information stored in a p-assertion typically includes the event
type, the session of the user that triggered the action, a time stamp, the parameters describing the
event, and the relationship of that p-assertion with others related (in the form of relationship p-
assertions).

The Client Side Library [D9.3.3, D9.3.3a] is a Java API that provides a complete set of classes and
methods to manage, record and retrieve data to and from a Provenance Store. The CSL makes
recording in the Provenance Store an easy task, but as the OTM application records many p-assertions
(approximately 200 during a typical patient case) with a very similar structure and common
parameters, the OTM Application uses a wrapper implementing some higher-level routines for
recording p-assertions. Most of the wrapper recording routines consist of the following steps:

1. Create a view record

2. Add one interaction p-assertion and zero or more relationship p-assertion(s) to the view
record

3. Record the view record into the Provenance Store

Using the wrapper routines simplifies the provenance recording in the OTM application as it provides
higher-level routines adapted to the application domain. It also reduced the dependencies between the
OTM code and the different versions of the CSL interface during its development: each time a
significant change was made in the CSL, it only impacted the wrapper, not the OTM application code.

An extra role of the wrapper is to ease recording of the communication events between the OTM
application and the EHCRS application and itself. The EHCRS needs special Provenance information
in order to make bindings between the OTM events and EHCRS ones. The wrapper includes several
methods to handle this, using the p-header component of the Provenance structure. This p-header
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contains information generated by the OTM Application and is used by the EHCRS application (see
section 2.4.).

2.3  The EHCR Subsystem

The EHCR Store serves as the data management part of OTM. It follows ENV13606 European pre-
standard communicating with external medical institutes. This subsystem is also provenance aware
and using the Client Side Library to assert p-assertions.

There are two main interfaces of EHCR Store:
— EHCRS interface is for local OTM (and possibly other local medical applications).

- ENV13606 interface is for remote EHCR Stores (and possibly other remote medical applications,
prepared for ENV13606)

2.4  The Interface to the Provenance System through the Client
Side Library

Although the Client Side Library (CSL) provides a good set of functions to record and query p-
assertions to and from a provenance store, the EHCRS application uses a wrapper similar to the OTM
one to simplify recording of the p-assertions. Doing this reduces the steps needed for lines of code
needed: four to create an assertion and one for each extra p-assertions in the same view record.

In case of EHCRS receiving a message, the recording steps are as follows:
1. extract the p-header from the message received
2. create a new view record, based on the p-header

3. add one interaction p-assertion and zero or more actor state or relationship p-assertion(s) to
the view record

4. record the view record into the provenance store

In case of EHCRS sending a message, the recording steps are the following:
1. create a view record
2. create a p-header, based on the view record

3. add one interaction p-assertion and zero or more actor state or relationship p-assertion(s) to
the view record

4. record the view record into the provenance store

When an interaction p-assertion is added to a view record, the wrapper also adds an actor state p-
assertion containing a timestamp to the same view record.

2.5  The Interface between the OTM and the EHCR Subsystem

Communication between OTM and EHCRS is deployed over SOAP/XML and HTTP as normal,
however a limited generic interface corresponding roughly to the Agent Communication Language
FIPA-ACL [FIPAO2b, FIPAO2c] is used for all messages between OTM and EHCRS services. Using

Public Final Version V1.0, dated November 30", 2006 Page 13



PROVENANCE

Enabling and Supporting Provenance in Grids for Complex Problems Contract Number: 511085

this device all messages are generated using general classes of message such as Inform, Request,
Agree etc. which characterize the type of message being sent (following Speech Act theory).

More concretely, both OTM and EHCRS provide the following list of web service operations:
« AGREE: an acknowledgment over a (previous) given message.
+ REFUSE: arefusal over a (previous) given message.

- INFORM DONE: response to a (previous) message, informing that the requested action has
been done

+ FAILURE : response to a (previous) message, informing that there was a failure while
generating a result.

Apart of the above operations, the EHCRS webservice interface provides extra operations:

+ LOGIN REQUEST and LOGOUT REQUEST: logging in and out used for authenticating
the doctor and the OTM,

+ STARTCASE REQUEST: starting a case of patient, to open a subsession for the patient
avoid using the public patient ID in messages where sensitive medical data can travel,

+ GETEHCR REQUEST and SETEHCR REQUEST: requesting and updating electronic
health care record (EHCR) of the patient.

2.6  The Interface between the OTM Application and the Tool

The Provenance Tool, as a web application, is linked using hypertext in both the OTM GUI and the
EHCRS GUI. Once inside the Tool, the user can follow the specific instructions for Provenance Tool
to navigate and configure the portal.

Apart of the usage of the Provenance Tool as an independent application, there are some key user
actions of the OTM GUI which give direct access to a specific portlet of the Tool, parametrized with
some contextual queries related to a given user action. For instance, when the user is checking a
specific donation case record, a “Check donation case history” button is shown as one of the
contextual action buttons in the OTM GUI. This button redirects to the Tool webpage, with the
donation case Provenance query already executed. The user can then navigate through the Tool
portlets, so he can check the result of the query in text or graphical visualizations.
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3 Deployment of the OTM Application

Source of OTM and EHCRS is stored in the CVS of EUProveance. After a checkout ANT can be used
to compile, build and deploy the components (web applications, web services and databases). OTM
and EHCRS can be handled separately.

3.1  Deploying OTM

The OTM application has two main components that can be deployed separately: the core system
(OTM) and the graphical interface (OTM GUI). Code is divided in two ANT projects: the
OTMApplication project and the OTMGui project. Each instance of OTM represents an specific
organisational unit (such as hospitals, laboratories or transplant management units), and therefore has
to be installed in each one of the entities. OTM GUI provides a web interface to interact with the
distributed OTM system, and one deployed OTM GUI can be shared by more than one OTM instace.

The OTMApplication and OTMGui projects can be compiled using ANT. Both projects use a
build.properties file which define some important parameters that should be changed for each
specific instance, such as the hospital name,the list of its units for OTM and the URL of the EHCR
Store to be used as data source.

The result of the ANT build for OTMApplication is a WAR file that has to be deployed in a
Tomcat server, copying it into the webapps directory. After a few seconds, it will be automatically
deployed. The ANT build.xml file of the project also has some tasks for automatic deployment
and context refresh in the case the Tomcat server is running locally.

The OTMGu1i project ANT file generates a www directory and an otmgui . jar file. This file should
be copied into the WEB-INF/lib directory of the OTM context in the Tomcat server. The www
directory is a web page that can be deployed in any web server. The ANT build.xml file for this
project includes tasks that do this process automatically, deploying everything into the OTMA context
of a local Tomcat server.

3.2  Deploying EHCRS

In case of EHCRS, an ANT property file is provided to choose which tasks (e.g. compile sources,
create database, install web application, ...) should be performed during the three basic ANT
processes, namely install, uninstall and reinstall.

All instances of EHCRS have its own property file for deploy process. In this file the access points of
the other components (such as Provenance Service) should be set.

During the deployment, an EHCRS database can be created and initialized along with the user of this
database. The EHCRS core and the 'Test OTM' applications can be built into a web archive (WAR)
file, which can be then installed into a Tomcat web server.

After this process both the EHCRS and '"Test OTM' applications should be fully functional. This can
be checked with an specific web page to check the installed web applications (see figure 5).
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Details:
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Buazilla ADMIN GUL log EHCR Auth
Auth WS for EHCRS and EAL
o™

Done ﬁ 0.248s | (unknown) || & | @ | Adblock
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Figure S Interface to check the running services.

For more details on installation, please see the install. txt file in the root directory of the OTM-
EHCR distribution

3.3

In the case of EHCR Auth the deployment process involves both the installation of the EHCR Auth
web (service) application and the installation of the application's eXist database system.

Deploying EHCR Auth

The deployment of the EHCR Auth application can be done with the help of the Ant build tool,
resulting in a web archive (war) file, which can be directly installed as a Tomcat server application.

The deployment of the eXist database system should be carried out separately, as it is described in the
eXist manuals.

A very important step of the deployment is the editing of the appropriate properties by which the
various environmental settings (like the address of the Provenance Store to be used) can be given.

For details of installation, see the readme . txt and install. txt files in the root directory of the
code distribution.
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4 Deployed OTM Demonstrator

OTM runs in a SOA environment and uses several services developed by different partners of the
EUProvenance project. These services can run on different computers. As mentioned in previous
chapters, these services represent organizations from real life such as transplant authority or hospitals.

4.1 Humans

The human actors in this prototype application are three doctors and four patients. The tables below:
+ describe real name, user name and password of the doctors

 describe real name, type of the medical ID and the medical ID itself of the patients

The doctors already introduced in the OTM demonstrator are the following:

Name Username Password
Marta Sanchez Sanchez msanchez msanchez
Javier Vazquez Salceda jvazquez jvazquez
Sergio Alvarez Napagao salvarez salvarez

The patients already introduced in the OTM demonstrator are the following:

Name Medical ID type Medical ID
Ramoén Pérez Pérez Catalonian Insurance Number  36347834E
Laura Gémez Ruiz Catalonian Insurance Number  47347342F
Carlos Garcia Quifiones Catalonian Insurance Number 34378433B
Mr. Anderson EU Insurance Number 12345678A

4.2  Organizations

In the demonstrator four organizations are already modeled: three hospitals (Hospital de Sant Pau,
Hospital de la Vall d'Hebron and Hospital Clinic) and the Organizacion Catalana de Trasplantes
(OCATT), which is the transplant authority in Catalonia.

The services provided by OCATT in the system include:

- authenticating doctors

« authenticating applications
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- registering patients
+ identifying patients

- organ transplant management mediation between the hospitals.

Services in the hospitals include
+ querying and updating the EHCR of a patient

- organ transplant management services.

4.3  Applications

The demonstrator consists of the following applications:

«  OTM: The Organ Transplant Management application

{en cataldn)
11 MAPA WEB

CATALA | ENGLISH

‘ i1 GLOSARIO ‘ 11 PREGUNTAS FRECUENTES
i rganitzacis C Sistema Gestor de Transplante de Organos

1t CONTACTAR

buscar \Z|

Institucion | === =

unigad  [—  [& Historial de acciones

Ninguna accion realizada
Usuario

Contrasena Login

Acciones disponibles
No hay acciones disponibles en esta vista.

I INICIO - USO - PRIVACIDAD - RECOMIENDA ESTE WEB - CREDITOS i

| ©2003 OCATT - Organizacién Catslena da Trasplantes |

Figure 6 The OTM application GUI.

« EHCRS: the EHCR store. It provides services for querying and updating the EHCR of a patient. It
has no GUL

« EHCR_Auth: the application providing the authentication services to the other applications
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@ B E30 1 heepeffibmod, lab, s2taki hu:B080/EHCR,_authfuserLogin,d | ® vorte |IGL -8 x

Organizacion Catalana de Trasplantes - OCATT

Patient Admmistration
(1. patient out of 1)

Patient name:  Mr. Anderson
Tnsurance fype: | EU Insurance Number
Insurance number; (123456784
[nsert || Modity | Delate

First | Prev || Exit || MNext | Last

Figure 7 The EHCR_Auth application GUIL

« TEST_MA: an application that provides a GUI for testing EHCRS without the use of OTM.

G- g @ |1 heep:ibra04. lab. s2taki. hu:B080]otrmat fotma. jsp | ® vass [GL _ 8 x

Operations Login Utilities
; — Automatic refresh ON
ls_,%agﬁ:ase Message ID [1163183023125_7442 T |
Username msanchez Log file
GetEHCR Web services
SetEHCR Password msanche:
7End(:atse Address OTMAl
ogou
pi Login
GetCase
GetMedicalHistory

[ Refresh messages | [ Clear messages |

Figure 8 The TEST MA application GUI.

EHCR_Auth, EHCRS and OTM are provenance aware applications, while TEST MA is not. All the
installed provenance aware applications use a provenance store to document the processes they are
doing.

Apart of these applications, the Provenance Tools (developed in Workpackage 6) are used to helps
humans inspect and query the content of the provenance stores.

Most of the application components are installed on three computers: ibmo04.ilab.sztaki.hu,
copan.lsi.upc.edu and tulum.Isi.upc.edu. For each computer there are four server applications which
host all the demonstrator components. An additional MySQL database is installed in tulum.lsi.upc.edu
and acts as a cache database for OTM in case the EHCR Store is not accessible at a certain moment.

Figure 9 shows a high-level view of the server applications installed in ibm04.ilab.sztaki.hu.
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ibmO4.ilab.sztaki.hu

MySQL database

Port: 3306

 §

Apache Tomcat Webserver

Part: 080
Y
EXQO portal » Globus Toolkit »| €Xist database
Part: 8780 Port: 8980 Port: B850

Figure 9 Server applications and communications between each other in ibm04.ilab.sztaki.hu

Figure 10 shows the connections between the components of each OTM instance. To simplify the
diagram, in figure 10 all instances are deployed in the same computer, but it can also be deployed on
several computers.

ibmO4.ilab.sztaki.hu

eXist

MySQL database
Port: 33060
\ el e o R S
|
IGIGHGRE
| ‘ | || 2
‘ £ 4 — s L I [ | |
\ /S \ ]| i I ]
OTM EHCRS EHCRS | | EHCRS |
Wiebapp: otm s Webapp: ehorsl : : Webapp: ehors2 : | Webapp: ehcrs3 | E!;LgREm‘?_LiEE
| Vad N ! | ! '
TEST_MA TEST _MA TEST_MA | |
‘ Webapp: otmal | | Webapp: otma2 | | Webapp: otma3
| N | |
| |

z

_ Hospital de SantPau ' pogpitaigeja | Hosptal Clinic, | [reowr rerzmems
Vall d'Hebron
—————— OCATT
Apache Tomcat Webserver
Port: 8080
Globus Toolkit eXist database EXO portal
Port 8380 Part: BE80 Port: 8780
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Figure 10 Organizations and communications inside them.

Finally, figure 11 shows an example of the connectivity between OTM instances when deployed in
the same computer.

ibmO4.ilab.sztaki.hu

Apache Tomcat Webserver
Fort: 8080

|
EHCR Auth |
|

ehapp: ERC R_Auth

OTM |« | EHCRS | EHCRS

|
‘ Webapp: otm Webapp: ehersl | Webapp: ehors2
|

Hospitalde la | | |
Vall d'Hebron |~ Hospital Clinic |

|

»| EHCRS | |

Webapp: ehcrs3

h |
eXist database | Provenance Service |, EXO portal
Fart: 8860 e Part: BEG0 i Port B760
Globus Toolkit
Port: 8280

MySQL database

Port: 33060

Figure 11 Organizations and communications between each other.

4.4  Access points

The following table lists all the access points to the installed components in the OTM demonstrator.

Owner Name URL

OCATT EHCR_Auth GUI Mﬁg sztaki.hu:8080/EHCR_Aut

eXist database http://ibm04.ilab.sztaki.hu:8080/exist-
OCATT 20060316

Collection: ehcrauth

http://ibm04.ilab.sztaki.hu:8080/ehcrs1

Hospital de Sant Pau EHCR Store

Hospital de Sant Pau TEST MA http://ibm04.ilab.sztaki.hu:8080/otma
Hospital de Sant Pau OTMA http:/tulum.lsi.upc.es/otm/services/
Hospial deSan P OTM GUI s ronao
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Owner Name

Hospital de la Vall dHebron |EHCR Store

Hospital de la Vall dHebron = TEST MA

URL
http://ibm04.ilab.sztaki.hu:8080/ehcrs2

http://ibm04.ilab.sztaki.hu:8080/otma2

Hospital de la Vall d'Hebron |OTMA

http://copan.Isi.upc.es/otm/services/

Hospital de la Vall d'Hebron | OTM GUI

Hospital Clinic EHCR Store
Hospital Clinic TEST MA
Hospital Clinic OTMA

Provenance Store

Provenance Store

Tool Tool
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Provenance Service

eXist database

http://copan.lsi.upc.es/otm/org.gridprovena
nce.otm.www.OTMGui/OTMGui.html

http://ibm04.ilab.sztaki.hu:8080/ehcrs3

http://ibm04.ilab.sztaki.hu:8080/otma3

http://ibm04.ilab.sztaki.hu:8080/otm/org.gri
dprovenance.otm.www.OTMGui/OTMGui.h

tml

http://ibm04.ilab.sztaki.hu:8980

http://ibm04.ilab.sztaki.hu:8880
Collection: ProvenanceStore

http://ibm04.ilab.sztaki.hu:8780/portal
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Appendix A User Manual

A.1 Installing applications

For details please see install.txt in root directory of the OTM distribution.

A.2 Initial status of the actors

After the application are installed the doctors are registered in OCATT and in every EHCR Stores.
Patients are not registered in OCATT. EHCR Stores, TEST MAs and OTMs are registered in
OCATT. Provenance Store is empty.

A.3 Start the medical history of Mr. Anderson

1. Open OCATT in a browser.

2. Login with “ehcrauth” as username and password to “patient administration”
2 - mp - & 00 @) [ hitpefibm0d.iab. sztaki.huB0B0/EHCR_AuthiuserLogin.jsn | © varss IGL -8

Organizacion Catalana de Trasplantes - OCATT

Administrator Login and Task Choice
Login name: ehcrauth

Password:

) B pent administration
Admin tasks: @) Patient admimistration
O DistRule administration

Submit

3. Fill the form on page “Patient Administration”
1. Patient name: “Mr. Anderson”
2. Insurance type: “Catalonian Insurance Number”

3. Insurance number: 363478234E

G588 &0 [ httpi/fibmna. lab.s2taki hu:B080/EHCR _AuthjuserLogin.da | © vga: [CL -8

Organizacion Catalana de Trasplantes - OCATT

Patient Administration
(1. patient out-of 1)

Patient name:  Mr. Anderson
Insurance fype: | EU Insurance Mumber

Tnsurance number: 12345076/ 10
@ flodity Delete

First = Prev | Exit | MNext | Last
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4. Click on ”Insert” button.

Mr. Anderson is now registered in OCATT. You can check this event in the Provenance Store with
the Tool.

1. Open the Tool in a browser.
2. Use the Tool according to the documentation of the Tool.

3. You can see that “New Patient is created” in the Text Visualization Portlet

.8 x

Ch |
W" Try t, Adopt i... é ahﬂﬂ

Home | Search Site | Site Map

Bz @ “::_El @ 1D http:,iflmeH‘\Iab.sztakl.hu:SIBUIportaI,iFacesfprlvatefpmvenance?portal:componentId:Text\hsuahzatlonPortlet%portal:type:act\on%portal:ls@: @ ugras

Home

Pi TedvisualizationPortet Ral ortlet ProcaszPortist EHCRRelationshipPortlet | | LoadCurentTraceFramFilaPortiet ‘

Text¥isualizationPortiet :‘5;’“9_:[4”-\

1 p-recordis) eracted, containing :

o 0 interaction p-assertion{s)
o 2 actor state p-assertion(s)
o 0 relationship p-assertion{s)

psinteracionRecords,
No. From To Interaction Content I

1. adminGuUl ehcrauth

receiver
hittpiuniqueldd 164127200824 (19088 Timestamp: 2006-11-21 17:40:01

A.4 Treat Mr. Anderson

1. Open TEST_MA of Hospital de la Vall d'Hebron in a browser.
1. Choose “Automatic refresh ON” if your browser supports AJAX.

2. Login with “msanchez” as username and password.

G-H-B 00 ?_L| http: {fibm04.ilab. s2taki. hu: B0B0Jotma1 jotma. jsp - :@ @ ugeds “Q__ﬁ .i .8 x

OTMA test of EHCRS..
Operations Login Utilities
i S Automatic refresh ON
Login Message ID 1163163023126 7442 | DU Tyoe XML
StartCase ; 5 Log file
msanchez

GetEHCR Username | a - Web services
SetEHCR Password msanchez J

EndCase Address OTMAT

Logout

i

GetCase

GetMedicalHistory

[ Pefresh messages | [ Clearmessages |
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Keep pressing “Refresh Messages” button (or wait if “Automatic refresh” is ON) till you see
the “informDone” answer.

Choose “StartCase” menu item in the “Operations” menu (on the left side).

Choose “03 301 01~ as case ID and click on “StartCase” button.

@ g @ |1 http:fibmD4.lab.sataki.hu; B080f0tmat jotma.jsp @ vass [CL -8 x

Operations StartCase Utilities
: Automatic refresh ON
Login e e |
gfa:ase Message ID |1163163313489 6217 St utTyne XML
i CjJOBR0IBgy 0ZMNXgicx Lag file
GetEHCR. Session ID = -
posol b i 20 Services
SetEHCR Case ID |OTMA1_301_01 e
Hie Patient ID 123455784
Logout . .
Ping pid Type
GetCase
GetMedicalHistory

--> 0. login --> 1.agree --> 2 login_response --> 3. informDone

#*xk informDone received at 2006-11-10 13:53#%%%
msgId: ehors 1163163212031 2822

msgIdRequest: 1163163184788 1526

message:

[ Refresh messages | [ Clear messages |

Keep pressing “Refresh Messages” button (or wait if “Automatic refresh” is ON) untill you
see the “informDone” answer.

Choose “SetEHCR” menu item in the “Operations” menu.
Edit the XML representing the EHCR as you wish and click on “SetEHCR” button.

Keep pressing “Refresh Messages” button (or wait if “Automatic refresh” is ON) till you see
the “informDone” answer.

10. Choose “Logout” menu item in the “Operations” menu.

11. Click on “Logout” button.

You can check the following sub-processes in Provenance Store with the Tool:

a)
b)

c)

After the 3nd step: the login process in Relationship Portlet

After the 6th step: the new case process in Relationship Portlet. You can see that the new case
is connected to the new patient event.

After the 9th step: the setEHCR process in the Text Visualization Portlet. You can see that
the setEHCR process is connected to the new case process.
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o portalicomponentid=c2657557 Lportal:action=changeTabtiobjectid=Text (1| @ Ugras |[Cl

B O D (D st ok
Home

TextvisuslizationFartiet

17 p-record(s) extracted, containing

o
0
o

22 interaction p-assertion(s)
25 actor state p-assertion(s)
25 relationship p-assertion(s)

LoadCunantTraseFroméilePartiet

psinteractionRecords

Contract Number: 511085

No. From To Interaction Content
1 adminGUl eherauth (19057) New Patient
teceiver
bt AUnIuBldfT G427 200024 (15056 Timestamp: 2006-11-21 17:40:01
2 OThA1 EHCRS1 ¢te05) Login request
receiver
hitp:ffuniqueldf1154128037020 (10050 Timestamp: 2006-11-21 17:53:58
3 EHCRS1 ehcrauth (ra081) Authenticate the application
teceiver
hitp:ffunigueldfi 164128040818 (10062) Timestamp: 2006-11-21 17:54:03 ‘
(15086) Authenticate the application | |
sender |
1. causedBy (19059 Login request
(ra067) Timestamp: 2006-11-21 17:54:07
4 eNcrauth EHCRS1 of icate the
sender
hitip:unigueldrn 164128044882 1. inReplyTo aos+; Authenticate the application
(15084) Timestamp: 2006-11-21 17:54:05
¢ of icate the
receiver
1. inReplyTo (1e065) Authenticate the application
cteuo) Timestamp: 2006-11-21 17:54:08
5 EHCRS1 OTMAT (19072) Agree response
sender
Htp:funiqueldsi 164126051504 R N 0N R
2. causedsy of the
(eo7) Timestamp: 2006-11-21 17:54:13
6 EHCRS1 eherauth (ra07e) Authenticate the user
teceiver
http:funigueldfi 164128054665 (10077) Timestamp: 2006-11-21 17:54:16
(rs0e1) Authenticate the user
sender
1. causedBy (19059) Login request
(ra0sz) Timestamp: 2006-11-21 17:54:13
7 ehcrauth EHCRS1 (1a072) Response of authenticate the user
B [ httpe, lab.sztaki &7portal:component Id=c 2657557 1 &port aliaction=change Tah&objectid=Te: @ vgss |[C - 8 X
7 eherauth EHCRS! (1907%) Respanse of authenticate the user -
sender
http:unigueldit 184128057846 1. iInReplyTo(1a07s) Authenticate the user
(15079) Timestamp: 2006-11-21 17:54:18
(18084
receiver
1. InReplyTo (1a0e1) Authenticate the user
(1a026) Timestamp: 2006-11-21 17:54:21
8 EHCRS1 OTMA1 (19027 Login response
sender
hitp:ifuniqueldi 1641 28062354 § s
2. follows (15072) Agree response
3. inReplyTo ¢1s059) Login request
4. relatedTo (19089
(19088) Timestamp: 2006-11-21 17:54:23
(1a088)
8 EHCRS1 oTMAT (15054 Inform Done response
sender
gl B30 R L 1. fallows (10087 Login response
2. InReplyTo (18050) Login request
(19095) Timestamp: 2006-11-21 17:54:26
10 OTMAT EHCRS1 (160a8) Start Case request
receiver
FERRHRRRRC R (15099) Timestamp: 2006-11-21 17:54:44 ‘
" EHCRS1 OTMAT (19100) Agree response
sender
APl AT O A1 ZR0AB200 1. inReplyTa (12022) Start Case request
(19107 Timestamp: 2006-11-21 17:54:46 ‘
12 EHCRS1 encrauth (19103) Connect case ID (CID) to patient ID {PID)
receiver
hitt:uniqueldi 164128088201 4 use
(1g104) Timestamp: 2006-11-21 17:54:50 ‘
12109y Connect case ID (CID) to patient ID {PID)
sender
1. vausedBy ciooos) Start Case request ||
5110y Timestamp: 2006.11.21 17:54:53
13 ehcrauth EHCRS1 (15108 Response of connect case ID (CID) to patient ID (PID}
sender
Bl b L e o s 1. inReplyTa (12103 Connect case ID (CID} ta patient ID (PID)
(19107) Timestamp: 2006-11-21 17:54:51
(129112
receiver
1. inReplyTa (19108) Connect case ID (CID) to patient ID (PID)
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- ) L1 httpyfiome.dab.sotak e2portalicomponent Id=c2657597 1 aportalaction=changeTabéobjectid=Te [] @ ugrss |[CL [ - B %
I 1 receiver

hitp funiqueld!1164128084051 (10082 Timestamp: 2006-11-21 17:54:44
" EHCRS1 OThAT (19100) Agree response
sender
g ARl A2 8008760 1. InRephTa c12092) Start Case request
(110 Timestamp: 2006-11-21 17:54:46
12 EHCRS1 eherauth (1a102) Connect case ID (CID} to patient ID (PID)
receiver
hilp funigueldr 164128088201 o
(13104) Timestamp: 2006-11-21 17:54:50
(1310g) Connect case ID (CID)to patient ID (PID)
sender
1. causedBy (1a00s) Start Case request
(1at10) Timestamp: 2006-11-21 17:54:53
13 ehcrauth EHCRS1 (12105 Response of connect case ID (CID) to patient D (PID}
sender
hiltp funicueld!i 164128081550 1. inRephyTo ¢12102) Connect case ID (CID) to patient ID (PID}
(1107 Timestamp: 2006-11-21 17:54:51
19112)
receiver
1. inReplyTa (19108) Connect case ID (€ID) to patient ID (PID)
(19112) Timestamp: 2006-11-21 17:54:54
14 EHCRS1 OThiAL ¢1a115) Inform Done response
sender
hiip:funigueldr 164128095569 § Blowsitpmssce
2. follows (19100 Agree response
3. inReplyTo (1a098) Start Case request
(13116 Timestamp: 2006-11-21 17:54:56
18 OTMAT EHCRS1 (12120) Set EHCR request
receiver
hitp funiqueld/1164128164085 (19121) Timestamp: 2006-11-21 17:56:04 ‘I
18 EHCRS1 OThAT (15122) Agree response
sender
e ARl T LR T 1. inRephTa (12120) Set EHCR request
(1123 Timestamp: 2006-11-21 17:56:07 i
17 EHCRS1 OTHAL (1a125) Inform Done response
sender
hitlp funigueldr 1641281 69937 1. InReplyTo (12123 Set EHCR request
2. follows (18122) Agree response

(1128 Timestamp: 2006-11-21 17:56:10 ‘

d) After the 9th step: the setEHCR process in Relationship Portlet. You can see that the
setEHCR process is connected to the new case process.

[ @ @ D ilab, szt ki 2por = 26875971 8pork al; action=changeT abfobject[d=EHCRRelationshipPortlet ;@ @ uarss @, \ - 8 %
© ; _
e/‘(o Try it, Adopt it... j“
Home | Search Site | Site Map
“d=

Home

| EHCRRelationshipPortlet

Change View &
DisplayHide 7
Zoom ¥
Handle Iteration ¥

You can repeat the process with (TEST) OTM of Hospital Clinic with jvazquez, with case ID
“03 301 _02” and with a different content of EHCR XML.
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A.5 Query Mr. Anderson's whole EHCR from EHCRS3

10.

11.
12.

Open TEST MA of Hospital de Sant Pau in a browser.
1. Choose “Automatic refresh ON” if your browser support AJAX.
Login with “’salvarez” as username and password.

Keep pressing “Refresh Messages” button (or wait if “Automatic refresh” is ON) till you see
the “informDone” answer.

Choose ”StartCase” menu item in the “Operations” menu (on the left side).
Choose “03 301 _03” as case ID and click on “StartCase” button.

Keep pressing “Refresh Messages” button (or wait if “Automatic refresh” is ON) till you see
the “informDone” answer.

Click on the ”GetEHCR” menu item in the “Operations” menu.
Click on “GetEHCR” button.

Keep pressing “Refresh Messages” button (or wait if “Automatic refresh” is ON) till you see
the “informDone” or “Failure” answer

Check the answers from EHCRS3:

1. You can see that there are no data stored locally for Mr. Anderson.
2. You can see EHCRSI and EHCRS2 will be queried for more data.
3. You can see the medical data from EHCRSI.

4. You can see the medical data from EHCRS2.

Click on the ,,Logout” menu item in the “Operations” menu.

Click on ,,Logout” button.

Check the medical history of Mr. Anderson in Provenance Store with the Tool (Relationship Portlet).

A.6 Logging into the OTM GUI

1.

Open the OTM GUI in a browser.

Institucion | ——— |-:]
Unidad - | i]
Usuario

Contrasena Login I
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2. Select the institution (“Institucion’) and the unit ('Unidad’) to connect to a specific OTM

Application.
Institucion | Hospital de Sant Pau W—!
Unidad | Unidad de traumatclogia l-'v";'-j
Usuario Ors5

Contrasena | sess Login |

3. If the username and the password are correct and there are permissions to access the
institution, the main menu page is shown.

‘ i1 PREGUNTAS FRECUENTES

CATALA | ENBLISH ‘

Sistema Gestor de Transplante de Organos i CONTACTAR

buscar 3]
Tipo: 1
Gestion de
pacientes Bienvenidos al sistema gestor de transplanies de organos.
Gestion de
donantes
Gestion de Historial de acciones

Ninguna accion realizada
receptores

Configuracion

|Acciones disponibles
:Nc hay acciones disponibles en esta vista.
I INICIO - USO - PRIVACIDAD - RECOMIENDA ESTE WES - CREDITOS I
| 2003 OCATT - Organizaciin Catalana de Trasplantes |

A.7 Listing the patients

1. Select the Patient Management ('Gestion de pacientes") submenu.

Gestion de
pacientes

Dar de alta a un

paciente

Listar pacientes
Gestion de
donantes
Gestion de
receptores
Configuracion
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2. Click on “List patients” ('Listar pacientes")

Listado de pacientes
Identificacion Primer apelido Segundo apelido Nombre Donante/Receptor Fecha de entrada

J6347B34E Perez Perez Ramon Donante o
343TB4338B Garcia Quinones Carlos  Receptor 0
4THT34ZF Gomez Ruiz Laura Receptor 0
. 12345678A Anderson Mr. Receptor 0

A.8 Adding a new patient

1. To add a new patient, select the Patient Management ('Gestion de pacientes’) submenu.

Gestion de
pacientes

Dar de alta a un

paciente

Listar pacientes
Gestion de
donantes
Gestion de
receptores
Configuracion

2. Select the “Add a new patient” ("Dar de alta un paciente’) option. An empty form will appear.

'Datos administrativos

Mombre Apelido 1 Apallido 2
Direccion Ciudad

Codigo Postal

Telefono

Tipo de identificador |dentficador
(iCcaTSALUT

(\Otrog [pasaporte)

| Anadir pgcml_'ltu.l
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3. Fill in the form and click on the “Add patient” ("A7iadir paciente") button.

Datos adminisfrafivos;

MNombre Apelido 1 Apelido 2
Laura Gomez Ruiz
Direccion Ciudad
cl/lordi Girona, 4 Barcelona
Codigo Postal
08034
Telefono
B4TTA001T

Tipe de identificader  Identificador

@CATSALUT | 33478424E]
-’:, Otros (pasaporte)

Ansdir paclenie I

A.9 Managing a patient record

1. Click on the identification number of the desired patient in the patient list. The patient record
appears on screen.

Datos administrativos Informe Bioguimica de sangre Bioguimica de orina Comeas Gasometrias Microscopias Ecogre
Fecha de entrada: 0

Nombre Apellido 1 Apelido 2
Ramon Perez Perez
Direccion Ciudad

faadf fdefd
Codigo Postal

fdsf
Telefono

3068-36247BME

Tipo de identificador  1dentificador
@ caTsaLuT 36347BI4E
y

. Otros {pasaporte)
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2. You can navigate through the records tab on top to see specific test results and other
information.

Datos administratives Informe Bioquimica de sangre

Solicilar nuevo test I

fosfatasa_acida total
fosfatasa_acida_prostatica
HCG

PSA

CEM

alfaFP

Claves Walores
GOT 12 111
GPT 13 1
fosfatasa_alcalina 1
GGT 19 1
LDH &7 1
bilirrubina_total 32 1
bilirrubina_directa ] 1
amonio 1
sodio 1
potasio 1
amilasa 1
lipasa Ba 1
glucosa 35 1
hemoglobina_glicesada T 1
calcio 1
CK T 1
troponinaT ] 1
fosfato 1
magnesio 1
urea 1
creatinina 65 1
clearance_creatinina 5 1
mioglobina 1
acido lactico 1
proteinas 65 1
albumina 1
colesterol 1
triglceridos 1
1
1
1
1
1
1

3. While inspecting a test result, you can order a new test of the same type by clicking on the
“Request a new test” (‘Solicitar nuevo test’) button.

A.10 Managing a patient's donation status

1. In a patient record, you can change the donation status. To do so click on the “Potential
Donor” button ('Donante potencial’) or the “Potential Recipient” one ('Receptor potencial"))
on the action button list.

Acciones disponibles

Dongnie Pntanmall Recspior Potencial | Der de baja | Modificar dateal
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2. Ifthe patient is already a potential recipient, you can manage the list of organs to be requested
by clicking on the “Manage Waiting List” (‘Gestionar lista de espera’) button.

‘Acciones disponibles,

Donanie F‘utancinll Dar de ba]al WModificar datos |

Modificer estado de ulgancial Gestionar lista de asparal Introgocir informe de impiants | Dar de oaja de receptor pmnnciall

1. You will be asked for the list of organs. Just check or uncheck the organs on the list.

Organos en lista de espera

m
=
E
5
=
[
I
[2)
k
&
=]
g
=
o

Pulmon izquierdo
Pulmon derecho
Rimon zguierdo
Rinon derecho

Corazon

E & OO

Higado
3. If the patient is already a potential donor, you can manage the donation process of the patient

by clicking on the “Offer to OCATT” ("Ofrecer a la OCATT') button

|Acciones disponibles

Raceptor Pntn,pciall Dar de najal Modificar ﬂatnsl

Ceriificedo de muerie nemmll Certificado-de aceptaciden famili I Introducir decisi aobre ia d i Dfertar a la QCATT

Introducir informe sobre la m(t'rar.uiunl Dar de baja de donante puta’nu-lnll

1. Select the organs to be offered on the organs tab and check the offer confirmation

Pulmon izquierdo Pulmon dereche Rinon izquierdo Rinon derecho Corazon Higado
[C1Ofrecer Pulmon zquierde a la OCATT
025904181 1({bicguimicas_ocrina, 1
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2. Select a test from the list if that test is supporting the offering decision.

o eavondo Pismon docech fince: izguirio R demchn) Corazan |Hhgiedo
E Ofrecer Corazon a la OCATT

92204181 1(bioquimicas_orina,

A.11 Assigning an organ to a patient

1. Ifyou are a doctor or an organ transplant management staff of a hospital that has received an
organ offer, you can manage such offer by selecting the “Manage Waiting List” suboption
('Gestionar la lista de espera’) on the main menu.

Gestion de
pacientes
Gestion de
donantes
Gestion de
receptores

Gestionar la fista de
Espera

Configuracion

2. The recipient list has a list of the patients and a list of the asked organs for each one. Select a
patient and an organ.

Lista de espera
; . Primer Segundo Fecha de ¥
Identificacion apelido apelido Nombre Donante/Receptor antrads Haspital Organcs
3634TB34E Perez Perez Ramon Receptor o g;:cuspmaldeSan‘l ¥ Escoger organo
Z i Carazon
343784338 Garcia Quincnes  Carlos Receptor 0 Sopsaals

12345678A,  Anderson Mr.  Receptor o g:ﬁ pital de Sam‘m
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3. If'there has been an offer for that organ to the hospital, you will see a list of the donors.

Pulmon izquierde Pulmon derecho Rinon izquierdo Rinon derecho; Corazen Higado

|47 I4TI42F

Hay 1ofertas,

Aceplar oferie

4. In order to accept the offer, click on the “Accept Offer” ("Aceptar oferta’) button. The organ
will be then assigned to that recipient.

Pulmon izquierdo Pulmon derecho Rinon izquierde Rinon derecho Corazon Higado

(4T34T342F

Asignacion realizada.
Aceptar oferia

A.12 Selecting the organ destination

1. If you logged as a member of the OCATT, you will have access to the donor list from all
hospitals. Select the “Manage Donors” (‘Gestion de donantes’) submenu option.

Listado de donantes

Identificacion Primer apelido Segundo apelidc Nombre Donante/Receptor Fecha de entrada Organocs

4734T342F Gomez Ruiz Laura Donante 1] Escoger organo Ir-]

2. You will see the donor list. Select the organ of the patient you want to manage.
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Listado de donantes
Identificacion Primer apellido Segundo apelido Nombre Donante/Receptor Fecha de entrada Organos

ATHTIMIF Gomez Ruiz Laura Donante 0 . Escoger aorgano P

Higado

T —
3. The list of possible destinations will appear. Select a hospital from the list.

Pulmon izquierdo Pulmon derecho Rinon izquierdo Rinon derecho| Corazon Higado

|'Hospital de Sant Pau
| Hospital de la Vall d'Hebron
Hospital Clinic

| Astgnar Hoppitat |

4. Once you click the “Assign Hospital” button ("Asignar hospital’), the assignment will be sent
to that hospital.

Pulmen izquierdo Pulmon derecho Rinon izquierdo Rinon derecho Corazon Higado

Hospital de Sant Pau
Hespital de la Vall d'Hebron
Hes pital Clinks

El organo Corazon del paciente 47347342F esta asignado a Hospital Clinic
Asignar Hospital

A.13 Managing test requests

1. When you log in as a laboratory staff member, you can see the list of test requests ('Listado
de peticiones de test").
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 Listado de peticiones de test

|dentificador de test |dentificador de paciente Acabado Fecha inicio Fecha final Institucion

168002925 PyExTpBB3Lg= S 1160187457745 1160122823824 Hospital de Sant Pau
1954070591 469628T1E S 1160202170859 1160202203369 Hospital de Sant Pau
1321879101 4G9628T1E S 1160202231029 1160202254191 Hospital de Sant Pau
1761317462 FE3Vo1DDblg= S 1160211301664 1160211326629 Hospital de Sant Pau
1542086776 FE3VeiDDblg= =] 1160213051545 1160213686366 Hospital de Sant Pau
701941804 FE3Ve1DDblg= =] 1160213749373 1160213763979 Hospital de Sant Pau
1253521070 sadffa =] 1160365108881 1160365196716 Hospital de Sant Pau
1527939601 sadffa 1180552114624 0 Hospital de Sant Pau
1598092858 4T34T3I42F 1162273760006 O Hospital de Sant Pau
1851512169 AT34T342F 1162273773426 0 Hospital de Sant Pau
1586974207 AT34TI42F 1162273739384 0 Hospital de Sant Pau

2. Click on an unfinished test request. You will see an empty form with the parameters of the

request test type.
Valores
Id. Test 1588002808
Tipo Test bioquimicas_sangre
Id. Paciente 4734TI42F
Hospital Hospital de Sant Pau
GOT
GFT

fosfatasa alcalina

GGT

LDH

bilirrubina_total

bilirrubina_directa

amonio

sodio

potasio

amilasa

lipasa

glucosa

hemoglobina_glicosada

ralrin
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3. Fill in the form and click on the “Update Test” ("Actualizar test') button. It will be updated in
the system.

UMD PELMEIAHES (S UFES P AT LIRS | LT

HCG 112
PSA Ta0 |
CEA (45 |

A.14 Querying events related to a patient

1. If you are inspecting a patient record in OTM Application, follow the hyperlink to the
Provenance Tool.

2. Open the Relationship Portlet to see the graphical result of the query.?

3 Check the Provenance Tools user manual to learn more about querying the Provenance Store.
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